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GUIDELINE FOR  
GOOD BUSINESS BEHAVIOR

1. PREAMBLE

This Guideline for Good Business Behavior (in the 
following referred to as the “Guideline”) has been 
established as a framework to guide and support you 
as an employee or supplier to act within SimCorp’s 
values and the core business principles of SimCorp. 

Further, the Guideline is established as a means of 
ensuring that SimCorp continuously maintains a high 
standard in its conduct towards its stakeholders; 
clients, employees, shareholders, and society alike, 
which is in line with what can be expected from 
SimCorp as a company and a signatory to UN Global 
Compact, hereunder its Ten Principles. 

You will notice that some of the provisions of the 
Guideline are closely linked to various legislative 
requirements whereas other provisions describe 
conduct aligned with SimCorp’s values. We ask you to 
familiarize yourself with the provisions of this Guide-
line and to let these be reflected when acting as an 
employee on behalf of SimCorp or as a supplier doing 
business with SimCorp.

This Guideline is supplementary to other policies and 
guidelines of SimCorp, such as our corporate and 
local employee handbooks, our IT Security Policy, our 
CSR policy, supplier contracts , etc., and this Guideline 
does not constitute a replacement of such policies, 
guidelines and contracts.

Should you be in doubt as to whether your actions are 
compliant with this Guideline, you are asked to discuss 
the issue at hand with your manager or with SimCorp 
as your business partner.

As further described below, you will on an annual 
basis be asked to confirm to SimCorp that you are 
familiar with the content of this Guideline and that you 
for the previous 12 months have been acting in 
compliance herewith.

2. WHO THIS GUIDELINE GOVERNS

2.1.	Applicability

This Guideline applies to:

•	 Any employee of SimCorp.
•	 Any supplier of SimCorp, including contractors.

The Guideline applies from the day of employment/
commencement of assignment and remains applica-
ble for your entire employment/assignment, including 
during any leave from SimCorp such as maternity 
leave or sickness leave.

2.2. Acknowledgment of compliance

Upon employment at SimCorp, you will be asked to 
review this Guideline and as part of signing your 
employment contract with SimCorp acknowledge that 
you have read and understood the provisions hereof. 
Further, in order for SimCorp to comply with various 
legal and contractual obligations, you will on an 
annual basis be asked to confirm to SimCorp that you 
are still familiar with the content of this Guideline and 
that you to date have been acting in compliance 
herewith.

By default, this Guideline is embedded into SimCorp’s 
tender material and commercial contracts with its 
suppliers, either by attachment or hyperlink. Conse-
quently, SimCorp expects suppliers to comply with 
the terms herein.

2.3. Enforcement and failure to comply

We ask you as an employee, consultant or supplier to 
observe strict compliance of the contents of this 
Guideline in order to protect you and SimCorp as an 
employer and business partner from legal risk and 
regulatory sanctions.

For employees, failure to comply with the provisions 
stated in this Guideline as well as the law may result in 
appropriate disciplinary actions by SimCorp. Disci-
plinary actions will depend on the circumstances and 
the severity of the non-compliance in question and 



SimCorp  |  Guideline for Good Business Behavior 4

may include a written or oral warning, censure or 
termination of the employment or assignment. In 
addition, employees and consultants of SimCorp may 
be subject to the imposition of civil or criminal 
sanctions. 

You are obliged to inform your manager immediately 
of any suspicions of non-compliance with the Guide-
line. Any such information will be treated confidential-
ly and in accordance with local law and regulatory 
requirements. Note that SimCorp also has a whistle- 
blower policy in place through which suspicions of 
non-compliance may be reported. To learn more, 
please refer to our Whistleblower policy. (https://www.
simcorp.com/en/investor/whistleblower-policy).

SimCorp will on a regular basis inform you about the 
provisions of this Guideline together with any amend-
ments hereto. Further, SimCorp will from time to time 
carry out tests and questionnaires with a view to ensure 
that all employees and contractors are familiar with 
the terms of this Guideline.

SimCorp will continuously monitor compliance with 
this Guideline, hereunder the Ten Principles of UN 
Global Compact as listed below. 

Ten Principles of UN Global Compact

Human Rights

Principle 1: Businesses should support and respect the 
protection of internationally proclaimed human rights; 
and

Principle 2: make sure that they are not complicit in 
human rights abuses.

Labor

Principle 3: Businesses should uphold the freedom of 
association and the effective recognition of the right 
to collective bargaining;

Principle 4: the elimination of all forms of forced and 
compulsory labour;

Principle 5: the effective abolition of child labour; and

Principle 6: the elimination of discrimination in respect 
of employment and occupation.

Environment

Principle 7: Businesses should support a precautionary 
approach to environmental challenges;

Principle 8: undertake initiatives to promote greater 
environmental responsibility; and

Principle 9: encourage the development and diffusion 
of environmentally friendly technologies.

Anti-Corruption
Principle 10: Businesses should work against corrup-
tion in all its forms, including extortion and bribery.

3. CONFLICT OF INTEREST

3.1. Commitment to SimCorp

As an employee or supplier, we expect you to

•	� Carry out your tasks with integrity and in accor-
dance with the core values of SimCorp,

•	� Familiarize yourself with and comply with all of our 
policies and procedures, including this Guideline,

•	� Comply with the laws and regulations that apply to 
SimCorp, including such laws which are relative to 
SimCorp being a publicly listed company at Nasdaq 
Copenhagen,

•	� Protect information belonging to SimCorp and 
keep it confidential cf. also below.

3.2. No conflict of interest

While employed at SimCorp or during carrying out an 
assignment for SimCorp, we expect you to work for us 
objectively, impartially and effectively by applying your 
best effort, knowledge, skills, and energy.  

As such, you are not entitled to take up a secondary 
position with another corporation unless SimCorp has 
granted its prior written consent hereto.

It is important to SimCorp that you avoid ending up in 
a situation, which creates or appears to create a conflict 
of interest between your personal interests, the 
interests of SimCorp, and/or those of a supplier. You 
have a conflict of interest if you allow your personal or 
private interests or the interests of your family or 
businesses in which you have a financial or other 
business interest, to affect your ability to act in the 
best interests of SimCorp.
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4. CONFIDENTIALITY, TRADE SECRETS 
AND PROTECTION OF PERSONAL DATA

4.1. Maintain highest standards when it comes to 

confidentiality

As part of your employment contract or consultancy 
agreement with SimCorp, you are under a duty of 
confidentiality in respect of information that you gain 
access to when employed at or when carrying out ser-
vices for SimCorp. 

Any confidential information relating to the business 
of SimCorp may be shared with your colleagues on a 
need to know basis but may only be shared with third 
parties to the extent that such third parties are under 
a duty of confidentiality. You are therefore only entitled 
to pass on confidential information to third parties if 
you have confirmation that SimCorp has a Non-Disclo-
sure Agreement (NDA) in place with such third party. 
Similarly, confidential information received from third 
parties must be treated as such.

When carrying out services for SimCorp’s clients you 
will from time to time come into the possession of 
confidential information of SimCorp clients. SimCorp’s 
clients are all regulated entities and are thus subject 
to strict legislative requirements on confidentiality and 
under continuous supervision by the local financial 
supervisory authority. Accordingly, you should consid-
er any information to which you gain access when 
carrying out services for SimCorp’s clients as confi-
dential. In principle, the disclosure of such information 
to your SimCorp colleagues is only permitted in so far 
as this is undertaken within the scope of your profes-
sional activity and serves the contractual relationship 
between SimCorp and the client. Any disclosure of 
confidential information to third parties requires the 
prior, written and specific consent from the client.

The obligation not to disclose any confidential infor-
mation whether relating to SimCorp or its clients 
remains in force after your work for the client is com- 
pleted and also after termination of your employment 
or engagement with SimCorp.  

4.2. Trade secrets

Some of the confidential information relating to 
SimCorp also qualifies as trade secrets. Trade secrets 
include without limitation material concerning Sim-
Corp’s business, developing methods, products, 
programming, legal contracts, and research and other 
material protected by legislation around trade secrets. 

Trade secrets are not to be unlawfully acquired from 
SimCorp or used or disclosed to third parties, whether 
during or after your employment or engagement with 
SimCorp. 

4.3. Protection of personal data

SimCorp and its clients are subject to mandatory laws 
on the protection of personal data and you are there- 
fore asked to observe special attention and care if you 
gain access to data that can be related to a physical 
person.

If you as part of your employment or assignment for 
SimCorp process or get access to personal data 
relating to existing or previous employees in SimCorp 
or applicants for job interviews, you are required to 
observe special care when handling the personal data. 
In general, you are required to follow applicable laws 
and local guidelines on handling of personal data and 
ensure that you do not disclose or transfer such data 
to anyone unless specifically required for to carry out 
your tasks.

When carrying out services for SimCorp or our clients, 
you may get access to personal data. Such data may 
involve information on employees of a client or 
information on customers of the client. It is of utmost 
importance that you to the largest extent possible 
refrain from processing such data in any way and that 
you follow the client’s guidelines for the processing of 
personal data, if any. This goes for all data that can be 
related to a physical person – even if such data is not 
of a sensitive or confidential nature. 

If you discover that you have been given access to 
personal data, which is not necessary to carry out 
your work, you should report this to the client imme-
diately. Do never export any personal data from the 
client’s system to SimCorp’s system unless you have a 
clear agreement in writing that entitles SimCorp to do 
so, and be sure to follow all instructions on security 
when exporting data. When working on client premis-
es, make sure to secure your work device when 
leaving it by locking the screen. 

Always use secure destruct containers at client’s 
premises to dispose of any material containing 
personal or confidential data, and make sure never to 
take any personal data with you outside the client’s 
premises, whether in physical or electronic form.  
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5. INSIDE INFORMATION

5.1. No insider trading

All information which – if made publicly known – 
could affect the price of securities or derivatives is 
considered inside information. If you during your 
employment with SimCorp gain access to inside 
information, either in SimCorp or at the site of clients 
the following shall apply:
•	� You may not engage in transactions of the securi-

ties or derivatives affected. This includes personal 
account dealing as well as dealing on behalf of 
third parties. (Trading Prohibition)

•	� You may not recommend or motivate third parties 
to engage in transactions with the securities or 
derivatives affected. (Recommendation Prohibition)

•	� You may not use that information in any way other 
than in the proper performance of your duties. 
(Distribution Prohibition)

5.2. Inside information

It is not possible to provide a comprehensive definition 
of ‘inside information’.

In the following we have provided a non-exhaustive 
list of examples on inside information:

•	 Buying or selling of business units
•	 Mergers or take-overs
•	 Buying or selling of major holdings
•	 Restructuring matters
•	 Capital reconstruction
•	 Earning expectations
•	 Future dividend payments
•	 Negotiation of large or strategic client or partner- 
     ship contracts

These examples are considered inside information  
as well:

•	 Block Orders
•	� Credit information (e.g. important changes in 

financial characteristics)
•	 Strategies of fund managers
•	 Proprietary trading positions
•	 Research due to be published 
•	 Asset management recommendations 

When in doubt whether information should be 
considered inside information, then always treat the 
information as inside information. 

For further information on SimCorp’s rules on  
insider trading, employees and contractors can 
consult the Insider Trading Rules which are available 
at Group Legal and Compliance’s SimLink site or 
which can be obtained by sending an e-mail to Group 
Legal and Compliance. 

We kindly ask you to notice that insider trading is not 
only in breach of the policies of SimCorp or those of 
SimCorp’s clients, but it also constitutes a criminal 
offence, which may lead to fines and/or imprisonment.

6. NO-BRIBE POLICY

6.1. No bribes or facilitation payments

SimCorp has adopted a no-bribe policy and as such, 
we do not tolerate that any employee of, or any 
person associated with, SimCorp solicits, accepts or 
offers bribes, facilitation payments or the like in the 
cooperation with our potential and actual suppliers, 
partners and clients. 

SimCorp faces significant financial, legal and reputa-
tional risk if the conduct of representatives of Sim-
Corp reasonably can be perceived as one which (i) 
unduly seeks to affect a third party’s decision or (ii) 
unduly is affected by the representative’s personal or 
private interests.

Accordingly, the rule of thumb is to ask yourself wheth-
er your conduct when dealing with suppliers, clients, 
partners and other third parties may stand the closest 
public scrutiny.

6.2. Relationship with actual and potential clients 

SimCorp is proud of its client base and their commit-
ment to SimCorp, its software and services, and 
SimCorp carries out several activities to create and 
maintain a good standing relationship with our existing 
and potential clients. This may include, from time to 
time, the provision of hospitality.

It is important to SimCorp that any sale of software or 
services from SimCorp to an existing or a new client is 
based upon a sales case which has been carried out in 
an open, honest and transparent manner.

Accordingly, SimCorp does not accept that represen-
tatives of SimCorp seek, or can be perceived to seek, 
to unduly influence clients to commit to purchasing 
software or services from SimCorp. Similarly, employ-
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ees and associates should not put themselves in a 
position where they may be accused of providing 
preferential treatment, outside of a sound business 
case.

In this respect it is important for SimCorp to stress the 
principles set out below. 

Please be aware that even if you stay within the 

thresholds set out below, you must always make 

sure that gifts or hospitality to existing or potential 

clients or from suppliers, follow these guidelines 

and cannot reasonably be perceived to be a bribe.

6.2.1. Gifts to or from existing or potential clients

SimCorp does not offer or grant gifts, gift certificates 
or other similar special advantages to clients or 
potential clients of SimCorp or their representatives 
unless such gifts:

•	 are for a clearly defined business purpose, 
•	 are infrequent and of minimal value, and 
•	� cannot reasonably be perceived to be an attempt 

to compromise the integrity or objectivity of the 
recipient in question.

Be aware that some clients have a strict policy around 
accepting gifts from vendors. You should never offer a 
gift if you know that accepting such gift would be a 
violation of the client’s policy. 

Further, you are not allowed to directly or indirectly 
accept or solicit any gifts from any existing or poten-
tial client that may or may appear to compromise your 
objectivity or otherwise affect any decision to be made 
within SimCorp when carrying out your duties and 
responsibilities at SimCorp. Any gift which represents 
a market value in excess of EUR 75 will automatically 
be considered to be subject to the requirement of 
prior approval set out below in section 6.4.

6.2.2. Hospitality and other benefits

Generally, it is encouraged that SimCorp employees 
with client relationship responsibility carry out various 
activities which involve our clients in order to build and 
maintain the relationship with the clients (“hospitality”).

Hospitality can mean but is not limited to taking 
representatives of existing or potential clients out for 
dinner, inviting representatives out for entertainment 
events, etc.

The overall principle applied in SimCorp is that any 
hospitality that is offered to existing or potential 
clients of SimCorp should serve a business purpose 
and the aim of hospitality should be to create or 
strengthen the relationship between SimCorp and the 
client in question. 

Whenever SimCorp invites clients for hospitality it is 
therefore important to identify the relevant represen-
tatives of the client that are to be invited and that no 
hospitality is offered to representatives of clients with- 
out the attendance of one or more relevant SimCorp 
employees.

Accordingly, SimCorp does not offer its clients hospi-
tality which may be perceived as a gift from SimCorp, 
i.e. without there being a clear business purpose of 
building the relationship between SimCorp and the 
client. 

Any hospitality that SimCorp offers its clients and 
potential clients shall be at a reasonable level given 
the normal industry standards of courtesy, hospitality 
or business protocol.

Be aware that some clients have a strict policy around 
accepting hospitality from suppliers. You should never 
offer any hospitality if you know that accepting an 
invite would be a violation of the client’s policy.

Further, you are not allowed to directly or indirectly 
accept or solicit hospitality from any existing or 
potential client that may or may appear to compro-
mise your objectivity or otherwise affect any decision 
to be made within SimCorp when carrying out your 
duties and responsibilities at SimCorp.

Any hospitality which represents a market value in 
excess of EUR 150 will automatically be considered to 
be subject to the requirement of prior approval set 
out below in section 6.4.

6.3. Relationship with actual and potential suppliers 

and partners of SimCorp

If you as part of your employment or assignment with 
SimCorp have responsibility for establishing, maintain-
ing or terminating the relationship with actual and 
potential suppliers or partners of SimCorp, it is 
important that you act in an objective manner and in 
the best interests of SimCorp when carrying out your 
duties.
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Selection of suppliers for a given task must therefore 
be based on objective criteria. In case of a competi-
tive bidding process, potential suppliers must be 
treated equally by, for example, providing identical 
material and access to decision makers. 

You are also required to ensure that you do not 
directly or indirectly accept or solicit any gifts, hospi-
tality or other benefits from any third party that may 
or may appear to compromise your objectivity or 
otherwise affect any decision to be made within 
SimCorp when carrying out your duties and responsi-
bilities at SimCorp. Any gift which represents a market 
value in excess of EUR 75 and any hospitality which 
represents a market value in excess of EUR 150 will 
automatically be considered to be subject to the 
requirement of prior approval set out below in section.

6.4. Exceptions

Where the circumstances make it impossible to 
decline or if you are considering offering gifts, hospi-
tality and other benefits that do not meet the princi-
ples set out above, you must, following an initial 
discussion with your manager, ask for approval from 
the Managing Director of your Market Unit. The 
Managing Director will notify you in writing whether 
the gifts, hospitality or other benefits can be offered/
received.

If a Managing Director is the one wishing to obtain 
approval, he/she must seek approval from his/her 
immediate manager. 

If you belong to a corporate function, you must ask 
for approval from the responsible GMC member.

All exceptions together with a description of the 
background for granting such exception must be 
reported by the approving Managing Director or GMC 

member via email to Group Legal and Compliance at 
grouplegal@simcorp.com. Group Legal and Compli-
ance will maintain a log of exceptions.

6.5. Incentives to officials and members of official 

bodies

You may in no circumstances grant any services, 
credits or other advantages to officials or members of 
official bodies in the attempt to receive advantages 
for yourself, for SimCorp or for any other third party. 

6.6. Donations to political parties and charitable 

organizations

SimCorp does not support political parties whether 
financially or otherwise. 

SimCorp may choose to make donations to charitable 
organizations under the following circumstances:

(a)		 The amount donated is insignificant
(b)		� SimCorp does not obtain or expect to  

obtain anything in return for the donation
(c)		� The donation is approved by the local  

managing director.

6.7. No-bribe overview

Please be aware that even if you stay within the 

thresholds set out below, you must always make 

sure that gifts or hospitality to existing or potential 

clients or from suppliers follow these guidelines and 

cannot reasonably be perceived to be a bribe.

6.7. NO-BRIBE OVERVIEW

Offered to clients or 

suppliers 

To public officials Offered from partners

Hospitality 
(dinner, events etc.)

OK, but if above EUR 150, 
MD or GMC member 
must approve

Not allowed! OK, but if above EUR 150, 
MD or GMC member 
must approve

Gifts OK, but if above EUR 75, 
MD or GMC member 
must approve

Not allowed! OK, but if above EUR 75, 
MD or GMC member 
must approve
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ONE SYSTEM FOR A COMPLEX WORLD

LEGAL NOTICE

The contents of this publication are for general 
information and illustrative purposes only and are 
used at the reader’s own risk. SimCorp uses all 
reasonable endeavors to ensure the accuracy of the 
information. However, SimCorp does not guarantee 
or warrant the accuracy, completeness, factual 
correctness, or reliability of any information in this 
publication and does not accept liability for errors, 
omissions, inaccuracies, or typographical errors. 
The views and opinions expressed in this publication 
are not necessarily those of SimCorp.
© 2020 SimCorp A/S. All rights reserved. Without 
limiting rights under copyright, no part of this 

document may be reproduced, stored in, or 
introduced into a retrieval system, or transmitted 
in any form, by any means (electronic, mechanical, 
photocopying, recording, or otherwise), or for any 
purpose without the express written permission of 
SimCorp A/S. SimCorp, the SimCorp logo, SimCorp 
Dimension, and SimCorp Services are either 
registered trademarks or trademarks of SimCorp 
A/S in Denmark and/or other countries. 
Refer to www.simcorp.com/trademarks for a full 
list of SimCorp A/S trademarks. Other trademarks 
referred to in this document are the property of 
their respective owners.


